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MLOPS | Why do we need MLOps

The better question would be to ask “Why not?”. When 
MLOps best practices are integrated into the business 
model, a plethora of advantages become clear and 
the implementation of data-centric AI becomes easier. 

As with anything in the business world, a cost-benefit 
analysis is necessary and it's up to you to decide what 
works best. 
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MLOPS | The DevOPS «One Thing More»

Toolchain MLOps
•Collaborazione e versioning del codice: Utilizzo di 
strumenti come Git per il versionamento del codice e lo 
sviluppo collaborativo.

•Automazione del training: Pipeline CI/CD per 
l'addestramento continuo dei modelli, sfruttando tool come 
Jenkins, GitLab, e soluzioni Kubernetes-native.

•Monitoraggio e gestione dei modelli: Strumenti come 
MLflow, Kubeflow, Prometheus per monitorare e gestire i 
modelli in produzione.

•Sicurezza e governance: Soluzioni per la gestione della 
sicurezza del modello, come policy per il monitoraggio dei 
dati, la conformità e l'audit, integrando con piattaforme di 
sicurezza come Red Hat.
Integrazione con Platform Engineering

•DevOps vs MLOps: Mentre il DevOps si concentra sulle 
pipeline di sviluppo e rilascio del software, l'MLOps 
estende questo approccio ai modelli di AI, integrando 
dataset, esperimenti di machine learning e modelli nel 
ciclo di vita.

•Platform Engineering: L'MLOps si integra con 
l’ingegneria della piattaforma creando un ecosistema in 
cui data scientist, ingegneri DevOps e sviluppatori 
collaborano in modo fluido, abilitando l'automazione di 
infrastrutture e processi AI. OpenShift di Red Hat, ad 
esempio, funge da piattaforma ideale per orchestrare 
container, gestire il lifecycle delle applicazioni, e 
supportare modelli AI/ML.
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MLOPS | Why do we need MLOps

MLOps integrates with 
platform engineering by 
creating an ecosystem 
where data scientists, 
DevOps engineers, and 
developers collaborate, 
enabling automation of AI 
infrastructures and 
processes. 

While DevOps focuses on 
software development and 

release pipelines, MLOps 
extends this approach to AI 

models by integrating 
datasets, machine learning 

experiments, and models 
into the lifecycle.



MLOPS | Why do we need MLOps

MLOPS allows you to share 
business targets by integrating 
them into the evolution of the 

model. This approach allows you 
to quickly scale model features 
and transform them into ROIs

Increased 
Scalability 

A primary element for security is 
the monitoring of the evolution 
of the model. Monitoring starts 
with tools integrated within the 

toolchain that control and prevent 
model drift, ensuring its reliability

Security 
Governance

The use of the MLOps toolchain 
allows you to improve the models 

to be applied in FinOps 
processes to improve the 

infrastructure investment with 
constant performance

Quicker 
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MLOPS | Why do we need MLOps

The shift from MLOps to PlatformOps allows 
infrastructure to be dynamically managed based on 
model-driven decisions. This approach, enhanced by 
DevSecOps integration, enables:

❑ Dynamic Adaptation: Infrastructure resources and 
security adjust in real time based on model outputs.

❑ Managed Orchestration: The infrastructure 
orchestrator, driven by AI models, allocates resources, 
scales containers, and updates data pipelines.

❑ Flexibility and Security: Infrastructure changes occur 
with continuous security monitoring, ensuring 
operational stability.

This evolution supports a continuous loop of 
optimization and security, aligned with the dynamic 
demands of incoming data.

MLOPS DEVOPS



The Elastic Search AI Platform
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Meet the Elasticsearch platform:
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A unified data platform to accelerate your mission 

Structured data

Semi-structured data

Unstructured data

Reduce Risk

Reduce Cost

More Agility



We’ve Come a Long Way
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Elastic provides all the capabilities you need in GenAI 
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Elastic and OpenShift
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Elastic Cloud on Kubernetes (ECK) is a Red Hat OpenShift Certified Operator
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Red Hat OpenShift AI & Elastic Vector Database



15

Enabling 
Technologies

SEARCH AI

Reranking

Vector DB

Inference
Models

Retrivial

Solutions
Enabled

Search AI 
Powered 

Observability

Search AI 
Powered 
SecurityGAI



Retrieval Augmented Generation with Elastic
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The Elastic AI Assistant for Observability
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elastic.co/blog/transforming-observability-ai-assistant-otel-standardization-continuous-profiling-log-analytics
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For Every Observability Engineer
The Elastic AI Assistant
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Detect Analyze Remediate

Provide Alerting RCA

Explain log messages

Explain host processes

Explain APM errors

Profiling to analyze libraries and functions

AI Assistant Observability in context



Red Hat Summit Connect 2024

AI Assistant in Observability use cases
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AI for Elastic expertise
Not sure how to create that query 
or build the visualization? Need to 
translate a query or synthetic 
monitor? We have a natural 
language UI that will build it for you 
and provide the code or syntax to 
execute on what you need

Explain and Solve 
Act as an internet search tool to 
explain error codes, alert 
conditions, and provide a natural 
language chat interface to provide 
solutions.

Unlock internal 
knowledge  
Ingest internal knowledge, such as 
the content of private runbooks 
written by our SREs, github issues, 
post-mortem reports, internal 
mailing lists etc. Query the private 
data to find information that may be 
relevant in answering the particular 
query that we are about to send to 
the LLM.  



Red Hat Summit Connect 2024

AI Assistant in Action
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Q&A



Thank you


